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DO YOU KNOW WHERE YOURS ARE?

an important document called the NIST Cybersecurity Framework. Based
on the content in this framework, DynTeR has identified a set of 57 Technical
Controls that governments and companies should put in place to help simplify the
management of security risk and achieve more secure information systems. Have
you put a strategy in place to cover all 57? Probably not. Most companies haven’t. In
fact, most IT departments are too busy putting out fires to find the time to make sure

T he National Institute of Standards and Technology (NIST), in 2014, published

theircompanyis protected on all levels.

Viewingyoursecuritystrategythroughasetof comprehensive security controlshelpsyou understand therisksandfactors
thatcould adverselyaffectyouroveralloperationsandassets—andareanimportantway of linkingtechnology spendwith
the businessstrategy. Most executives believe thatsecurityisIT's problem.Butultimately,itistherole of the C-suite to
determineacceptablelevels of risk.

Tohelp ITbetter communicate with business, DynTek helps organizations reviewand understand the currentstatus ofyour
securityprograms and the security controls already inplace, and how this aligns with the organization’s acceptable level of
risk. We have a comprehensive methodology that clearly identifies currentknown businessrisks relative to IT,and gives IT
acentralplacetodescribe, score, and quantify thoserisks interms of cost toremediate and potential financialand other
impacts tothe organizationifnoactionistaken.

Inarelativelylow costand expeditious engagement, we help you identifywhat controls are already in place, whereyour
securitygapsare, andwhichones needimmediate attention. Mostimportantly, we helpyou createalongtermsecurity
strategyalignedwithyourorganization’s needs.

During the course of our engagement, ”
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1. Identifythekeybusinessstrategiesandassociated risks WHERE YOURRISKS LlE’

throughasecurityassessment.

2. DocumentandprioritizetherisksbasedonIT'sunderstanding AND CREATE A PLAN TO
ortnestrateey. ADDRESS THEM?

3. Helpyouidentifyandselectsolutionstoaddresseacharea
of prioritizedrisk.

4. Helpyoucreatearoadmap ofyourfindingsandrecommen-
dationstohelpyoupresentthemto executive management
forfinaldeterminationandbudgetallocation.

Asyoualreadyknow, it's notaquestion of whetheryour company END-TO-ENDITSECURITY

willbe attacked, butwhen. eoo
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