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Data Protection Officer (TÜV) 
Including the EU General Data 
Protection Regulation (GDPR)

GDPR requirements apply to each member state of the European 

Union, aiming to create more consistent protection of consumer and 

personal data across EU nations. 
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Data Protection Officer (TÜV)
Including the EU General Data 
Protection Regulation (GDPR)

GDPR has increased penalties for non-compliance. 

Supervising Authorities (SAs) hold investigative and 

corrective powers and may issue warnings for non-

compliance, perform audits to ensure compliance, require 

companies to make specified improvements by prescribed 

deadlines, order data to be erased, and block companies 

from transferring data to other countries. Data controllers 

and processors are subject to the SAs’ powers and penalties.

R I G H T S O F DATA SUB J EC T S

 · Transparent information, 
communication and modalities 
oriented competence certification. 

 · Information to be provided where 
data are collected from the data 
subject

 · Information to be provided where 
data have not been obtained from 
the data subject 

 · Access

 · Rectificatwion, erasure, restriction

 · Data portability

 · Objection

 · Automated decision-making

 · Withdrawal of consent 

 · Right to view the public procedure 

C OU R SE OUT L I N E

 · Overview rights of data subjects

 · Duties of the data controller/
processor (overview)

 · Transfer of data to third countries 
(overview)

 · Assignment of recitals to GDPR 
articles

 · List of processing activities

 · Template data protection obligation 
letter

 · Corrigendum to the General Data 
Protection Regulation of 27/10/2016

 · Minimum level of specialised 
knowledge required of a data 
protection officer

 · Flowchart: Breach of data protection

 · Fines for companies pursuant to the 
GDPR
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Data Protection Officers (TÜV) 
have a proven knowledge in 
respect of Article 37, paragraph 5 
of the EU General Data Protection 
Regulation. They know the legal 
requirements in the area of data 
protection (e.g. EU GDPR, Act 
to Adapt Data Protection Law 
to EU Regulation), the rights 
and responsibilities of data 
protection representatives and 
the components of an efficient 
data protection management 
system. They are in a position to 
implement and supervise such a 
system’s basic features.
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T R A I N E R S P OT L I G H T

ADMISSION REQUIREMENTS
Successful participation in the TÜV 
Rheinland Academy’s qualification 
”Data Protection Officer (TÜV)” 
including  the EU GDPR, recognized 
by the personnel certification body. 
Admission to the examination is 
granted upon a minimum attendance 
of 80% of the 40 teaching units.

REQUIRED COMPETENCIES
In the examination, participants prove 
their knowledge in the following areas:
Data protection
Organization of data protection and 
data safety in the company
The operational responsibilities of the 
data protection representative

EXAMINATION COMPONENTS
Written exam (multiple choice and 
open questions)

TRAINING DETAILS

DUT I ES O F T H E DATA 

C O N T RO LLE R /PRO C ES SO RW

 · Accountability 

 · Processing in accordance with

 · Implementation of technical and 
organisational measures 

 · Records of processing activities

 · Cooperation with the supervisory 
authority

 · Notification of data protection 
breaches 

 · Data protection by design/default

 · Data protection impact assessment 
and prior consultation 

 · Designation of a data protection 
officer 

 · Data protection compliance by 
employees

 · Granting rights of data subjects
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