
Delaware Privacy Rights 
PRIVACY NOTICE FOR DELAWARE RESIDENTS 
Personally Identifiable Information We Collect through our Website 
Category Examples Collected 

Identifiers 

Real name, alias, postal address, unique personal identifier, online 
identifier, Internet protocol address, email address, account name, social 
security number, driver’s license number, passport number or other similar 
identifiers 

Yes 

Personal 
information 

Name, signature, social security number, physical characteristics or 
description, address, telephone number, passport number, driver’s license 
or state identification card number, insurance policy number, education, 
employment, employment history, bank account number, credit card 
number, debit card number, or any other financial information, medical 
information, or health insurance information. “Personal information” does 
not include publicly available information that is lawfully made available to 
the general public from federal, state, or local government records. 

Yes 

Characteristics of 
protected 
classifications 
under federal law 

Age (40 years or older), race, color, ancestry, national origin, citizenship, 
religions or creed, marital status, medical condition, physical or mental 
disability, sex (including gender, gender identity, gender expression, 
pregnancy or childbirth and related medical conditions), sexual orientation, 
veteran or military status, or genetic information (including familial genetic 
information). 

Yes 

Commercial 
Information 

Records of personal property, products or services purchased, obtained, or 
considered, or other purchasing or consuming histories or tendencies. Yes 

Biometric 
information 

Physiological, genetic, or behavioral characteristics, imagery of the iris, 
retina, fingerprint, faceprint, voiceprint, handprint, keystroke patterns, gait 
patterns, other physical patterns involving sleep, health or exercise data. 

Yes 



Internet or other 
electronic network 
activity 

Browsing history, search history, information about a consumer’s 
interaction with a website, application, or advertisement. Yes 

Geolocation data Geographic tracking data, physical location and movements Yes 

Sensory data Audio, electronic, visual, thermal, olfactory, or similar information Yes 

Professional or 
employment 
related information 

Current or past employment history, performance evaluations, disciplinary 
records, investigations, awards, earnings, compensation and payroll 
records, benefit records, employment application, resume, background 
checks, contracts and agreements or termination records, leave 
documentation, medical records or workers compensation records. 

Yes 

Nonpublic 
Education 
information 
(FERPA) 

Education records directly related to a student maintained by an 
educational institution or party acting on its behalf, such as grades, 
transcripts, class list, student schedules, student identification codes, 
student financial information, or student disciplinary records. 

No 

Inferences from 
other personal 
information to 
create a profile of a 
person 

A person’s preferences, characteristics, psychological trends, 
predispositions, behavior, attitudes, intelligence, abilities and aptitudes. Yes 

  

How We Share Personally Identifiable Information Collected through our 
Website 
We consider your personal information to be confidential and so we limit our sharing 
outside of Old Republic Risk Management. In the course of conducting our business, there 
are circumstances in which we may disclose your personal information to others. We share 
your personal information only with your authorization or as otherwise permitted or required 
by law. When personal information is shared with another party to perform services on our 
behalf, we expect them to maintain the confidentiality of your personal information, to use 
the information only for the limited purpose for which it was shared and to abide by all 
applicable federal and state privacy laws. Such sharing may include: 

 



Prospective Insureds and Insured Persons 

• Old Republic affiliates and/or subsidiaries in relation to a requested service or product or for 
usual business operations. 

• Insurance agents/brokers, reinsurers/other insurers, third-party administrators to underwrite, 
assess and evaluate risk and for administrative purposes. 

• Other business partners or service providers for operational and administrative purposes. 
• Regulators, government authorities, or law enforcement to comply with applicable law, 

regulation, inquiry, investigation, subpoena, summons, or legal process. 
• Consumer reporting agencies, insurance-support organizations, or other organizations to 

prevent or detect fraud. 

Other third parties in any actual or proposed sale, merger, joint venture, assignment, 
transfer or other transaction related to any part or portion of our business. 

Claimants and Beneficiaries 

• Third-party administrators, agents/brokers, investigators and adjusters for claims management. 
• Regulators, government authorities or law enforcement to comply with applicable law, 

regulation, inquiry, investigation, subpoena, summons, or legal process. 
• Participants in a legal process including lawyers, witnesses, investigators, and others we 

believe necessary or appropriate in the administration of a legal matter. 

We may also transfer to a third party the personal information as an asset that is part of a 
merger, acquisition, bankruptcy, or other transaction in which the third party assumes 
control of all or part of the business. 

Right to Access and Correction 
To access the personally identifiable information collected through our websites send a 
signed written request to us at the following address: PrivacyRequest@orrm.com and 
include your name, address, along with your policy or account number if you have one. For 
your protection, we may use reasonable means to verify your identity prior to sending you 
this information.  If you believe that any information about you is inaccurate, you may notify 
us in writing about any correction, amendment or deletion you believe should be made. We 
will carefully review your request and, where appropriate, make the necessary change. 

Do Not Track Disclosure 
“Do not track” is a technology that enables users to opt-out of tracking by websites they do 
not visit. We do not disclose personal information to third parties for their own marketing 
purposes. Additionally, we do not collect personal information from your online activities 
over time and across other websites or online services and we do not allow third parties to 
use these technologies on our sites. Because we do not use these technologies, we 
currently do not monitor, respond or take any action to web browser “do not track” signals 
or other similar mechanisms. 
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Changes to our Privacy Notice 
If we make any material changes to our privacy practices the Privacy Notice will be 
updated by posting the revised version of this Notice on the Old Republic Risk 
Management website under the Privacy Notice link on the website homepage. The 
updated Privacy Notice is effective as of the date listed at the top of this document. By 
accessing any of our products, services and website after this date you agree to the terms 
of our Privacy Notice as of the last effective date however, we will honor the terms that 
were in effect when we first gathered data from you.  

Contact Us 
If you have any questions regarding our Privacy Notice or practices, please contact us or 
send your written request to: PrivacyRequest@orrm.com, 1-855-797-3432, PO BOX 2939 
Milwaukee, WI 53201-2939. 
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