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What is NetWatcher?

NetWatcher is a Security-as-a-Service platform that enables customers to have a cost-effective 24 x 7
security service monitoring their networks for vulnerabilities and exploits. Many government and industry
compliance requirements, and security best practices, outline the need for continuous monitoring, intrusion
detection, active scanning, log monitoring, net-flow analysis, event management and endpoint integration.
NetWatcher enables customers to immediately deploy these services and take advantage of a fully-staffed
Security Operations Center (SOC). This means superior security that is easy to use, accurate and

affordable.
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Connecting Hardware Sensor to NetWatcher Cloud

1. The NetWatcher team should have sent you an Activate email that will allow you to create your Customer Portal

account. If you didn’t get this send a note to info@netwatcher.com and someone will assist you.

2. Ensure you are not blocking any of the following ports OUTBOUND. These ports are what the sensor uses to

communicate back to the NetWatcher cloud.

TCP 22 => portal.netwatcher.com

TCP 8443 => p.netwatcher.com

UDP 443 => vpn.netwatcher.com

TCP 443 => vpn-tcp.netwatcher.com

TCP 443 => index.docker.io

TCP 443 => registry-1.docker.io

TCP 443 => public.update.core-os.net

TCP 80 to google.com => Used to test internet/DNS connectivity

3. Connect one of the LAN ports on the sensors to the internet (doesn’t matter which one) and let the sensor

download its OS/Containers/Rulesets. This can take 20 min. The sensor light on the ‘sensors’ tab in the

Customer Portal will go amber if the sensor sets itself up correctly.

If you need to setup a static IP address see this article.

Run Setup https://portal.netwatcher.com/setup
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Setting up Network Intrusion Detection (NIDS)
6. Create a mirror of the port that the firewall is plugged into on the router/switch

Here is an example of setting up a mirror on a NetGear managed switch:

/ Prosafe Plus Configuration Utility-GS105Ev2 - a X
NETGEAR' GS105Ev2
Connect with Innovation Select Language:

English
Network VLAN | Qos || Help BB A B W

Status | Maintenance | Monitoring | MultiCast | Management

Port Statistics Port Mirroring

Port Mirroring Configuration

Cable Tester

Mirroring | Enable v
— ' |

Port o 02 03 04 05
By L LJ L L
Destination Port | 03 v

| I |

Copyright ® 1996-2014 Netgear ®

7. Connect the other LAN port on the sensor to the newly created mirror port.

8. Verify the sensor light turns green on the sensors tab in the Customer Portal

If you are setting up the SIEM for log aggregation this is accomplished in 2 parts (setting up hardware SYSLOGs like
firewalls and setting up servers and desktop logs)

Setting up SYSLOG Ingestion

- Invite a friend and .
UN’etWatcher @ get one ):nomhfme " ScottSuhy | & | Logout®

9. Verify the device you want to
monltor |S on the Supported &< Dashboard |~* Reports A Alarms = Sensors = EndPoints ©f Advanced ® Support

device list found here.

My Sensors

10. In the Customer Portal go to the

“Sensors” tab and select the

) 10.20.7.68 3 i o
. oe lanner-oe 20: z
sensor that you want to receive e
Display o » < 1 > i o
the logs and choose the Actions | ) , = gt
Additional Services slog Quest .
Log IPS optlon & Enable Logs for all Sensors ¥ Enable Scanning for all Sensors ully NetFlow
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11. Choose “Add new IP”

- &2 nvite a friend and -
¢/ NetWatcher i Onef;nomh Iee " ScottSuhy | & | Logour®

& Dashboard = |+ Reports = M Alarms 3= Sensors = = EndPoints = % Advanced ® Support

Total Log Assets: 17 Manual Log Assets: 4 NetAgent Log Assets: 13

12. Add the IP of the Device

- &2y |nvite a friend and -
tJ NetWatcher i Onef;nomh e " ScottSuhy | & | Logout @

J Dashboard | |~ Reports M Alarms 3= Sensors = EndPoints = # Advanced % Support

Edit allowed IP
Source IP 10.20.20.1

Sensor oe_lanner—oe v

13. Go back to the main page under the ‘Sensors’ tab and select Action | Syslog Questionnaire

— . .
tJ NetWatcher g’e‘;’ f)eng ];qggghaﬁg e * ScottSuhy | & | Logoute
d Dashboard |~ Reports A Alarms %= Sensors = EndPoints % Advanced & Support
My Sensors

Service Installed

L ] oe_lanner—-oe 10.20.7.68 23 c
=] Logips
Display: 100 < 1 >
= LogRules
Additional Services i
@ Syslog Questionnaire
[ Enable Logs for all Sensors & Enable Scanning for all Sensors Ll Netrlow
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14. Select the device type that is sending the SYSLOG. If it is not on the list, choose ‘Ask Question’ and specify the

device and the DevOps team will enable the ruleset manually.

U/ NetWatcher . ScottSuhy | & | Logout

get one month free

I Dashboard |+ Reports M Alarms = Sensors = EndPoints & Advanced & Support

My Sensors > Syslog Questionnaire for oe_lanner--oe

© Ask question

®

Setting up Server / Desktop / Laptop LOGS
15. Got to the ‘Endpoints’ tab and choose the green ‘Download NetAgents’ button. Remember that the NetAgent is

free and can be run on any supported Windows or Ubuntu/Redhat Linux asset.

Download NetWatcher® Agent
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16. Once the NetAgent has been deployed the asset will show up on the list (may take a few minutes). Select

‘LOGS’ and the following dialog box will appear—choose Action ‘Install’ for LOGS. Repeat for HIDS if you want
to install the Host Intrusion Detection Logs as well.

Net Agent Modules

<+ Install

17. The Dialog box will reflect a Pending Install and in a minute or so the Logs will begin to send to the sensor. If

the sensor is not live, the Logs will go directly to the cloud over a secure VPN until the sensor goes live again.

Module is now waiting for ‘install'’

Net Agent Modules

Logs

HIDS,

Sensor In the Cloud

systray
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Setting Up Reoccurring Vulnerability Scans

18. Got to the ‘Advanced’ tab (you need to have ‘Intermediate’ checked in your user profile to see the ‘Advanced’

tab) and choose the ‘Scanning’ button and then choose the ‘Create Scan Job’ button.

¢/ NetWatcher Invite a friend and r Scottsuhy | & | Logoure

get one month free

G- Dashboard = |~ Reports = M Alarms 3= Sensors =~ = EndPoints = # Advanced & Support
Vulnerability Scanner + Create Scan Job

19. We want to setup 2 scans (Discovery daily and a Full and Fast on a Weekend)

Step 1: Setup the Discovery U NetWatcher At ST ovin froe 7 sconsuhy | & | ogoue s
scan.
& Dashboard |2 Reports A Alarms = Sensors = EndPoints of Advanced & Support
Note how the 'full network scanning'
checkbox is checked. This ensures ENEEE - I
we see every IP in the range
provided. Don't generate a report Greste Saijoh
from the Discovery scan as it is not Sean tohinto
necessary.

AUE NN ™ Scan Config Description

Description

Sensor

Credentials

Scan Config Discoveng . e diSCWefv
Full Network (%

Scanning

Scan now

Schedule
Method First Time -

Schedule Period dayls) «
Every

Maximum
Duration

Active / Enabled

Auto Generate
Report

Targets

™™ IPs & CIDRs List

FREER G
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Step 2: Create the Full and Fast Scan

For this scan, you will not need to check the 'Full Network Scanning' because the Discovery scan already found all
the assets. This will greatly shorten the time the "Full and Fast" scan runs. You also might want to generate a
report and have it sent to an email address. To add credentials, go to https://portal.netwatcher.com/account and
choose the ‘credentials button’.

Note: Always schedule the "Discovery" scan at least 2 hours ahead of the "Full and Fast" scan so they don't overlap.

— Invite a friend and :

J NetWatcher get one month free scottsuhy | & | Logout &

A Dashboard  » Reports = A Alarms = Sensors = EndPoints  ©f Advanced ® Support
| | e |

Create Scan Job

Scan Job Info

Job Name Full and Fast (Recccurring] = Scan Config Description
Description
Sensoc o er—ce
Credentials » or
Scan Config Full and tast = m
Full Network
Scanning
Scan now
Schedule
Method First Time ” 2017.06-24 19:00
Schedule Period 1 weekls) «
Every
Maximum
Duration

Active / Enabled

Auto Generate Generate
Report

Upload To
Custom Storage

SendTo  seom SunyBetwatcher con Optional: Emaill'

Targets

1P/CIDR

2 IPs & CIDRs List

IP/CIDR

i
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Setup Reoccurring Reports

20. Go to the ‘Reports’ tab in the Customer Portal and choose the ‘Situational Awareness’ report. This gives you an
overview of the entire landscape. Create the report from the beginning of a month to the end of a month.

- 2 [nvite a friend and
Logout @
o/ NetWatcher e e e Scott suhy | & | Logou
Z Dashboard = |+~ Reports M Alarms 3= Sensors =~ = EndPoints | & Advanced ® Support
@ Type @ Include columns @ Period

Events > From:

Assets > 2017-07-01

Alarms > To:

Tickets > 2017-07-31

Situational Awareness >

Alarms With Comments ¥

Run @® Reoccurring | Save

21. Choose where to send the report to (email address, but it will also store it on the portal for you to download in
the future) and choose how often you want to receive the report.

Add to Reoccurring
General Information Include fields

Type Situational Awareness

Run as Send To

-pdf v scott@netwatcher.com

Name Period Starting At:

Situational Awareness Every Week v 08/09/2017 2:17 P!

Done
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22. Setup your notifications by choosing your name in the upper right corner of the screen.

¢/ NetWatcher

Invite a friend and
(T get one month free

ScottSuhy | & | Logout &

& Dashboard | l~* Reports | M Alarms %= Sensors = EndPoints | & Advanced % Support
| Searches || Credentials
Contact Information B Chengephoto & Edit  User Experience Profile
First Name: scott Basic @ Intermediate
Last Name: suhy Shows more information and uses technical terms. You should understand
networking (TCPIP) and basic security principles (different kinds of
Company: Ocean's Edge malware).
Email: scott.suhy@gmail.com
Phone: +1(202) 5576937 Multi-factor Authentication (=
TimeZone: (UTC -04:00) America/New York m
Alerts
E4 Email 0 sMs © How often
Security send Medium and High - Send only High v Send as 500N as occurs v
Hygiene Don't send - Don't send v Send as soon as occurs. v
Scan Don't send v Don't send v Send as 500N as occurs v
Palicy Don't send - Don't send v Send as soon as occurs. v
Saved Filters Depends on filter settings Send as 500N as occurs v
Score Every Day v
Notifications [ se otif Send as 500N as oCcurs -
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Connecting Virtual Sensor to NetWatcher Cloud — \/Sphere

1. The NetWatcher team should have sent you an Activate email that will allow you to create your Customer Portal

account. If you didn’t get this send a note to info@netwatcher.com and someone will assist you.

2. Ensure you are not blocking any of the following ports OUTBOUND. These ports are what the sensor uses to

communicate back to the NetWatcher cloud.

TCP 22 => portal.netwatcher.com

TCP 8443 => p.netwatcher.com

UDP 443 => vpn.netwatcher.com

TCP 443 => vpn-tcp.netwatcher.com

TCP 443 => index.docker.io

TCP 443 => registry-1.docker.io

TCP 443 => public.update.core-os.net

TCP 80 to google.com => Used to test internet/DNS connectivity

3. Log in to https://portal.netwatcher.com/login navigate to https://portal.netwatcher.com/sensor/sensors , click on

your sensor, and press the download button next to the Virtual Machine. It will take a while to download as it's a

large file. We use http://www.7-zip.org for compression and there is no password. There are two parts, extract

the first one and it will continue into the second one. « Unzip, then untar downloaded .xz file. Compare the

SHA1 hash.
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U NetWatcher e e Scottsuny | & | Logour e

L Dashboard | |~ Reports = M Alarms 3= Sensors | = EndPoints = &f Advanced % Support

My Sensors > oe-virtualoo

Sensor Details [Hide]
Sensor Id: 12a276d1-2¢9f-43b6-93ea-26faeeb18e1d

Name: oe-virtualoo

Date: Dec-28-15

Local IP: 10.20.1.11

Local DNS: s43b693ea26faeeb18e1d.s.n-w.io

Disk Usage: Used: 1.1GiB, Free: 90.1GiB, Total: 94.6GiB, Percent Used: 1.1%
Groups: [Edit]

One Time Password:

virtual Machine: [Built: Jun-26-17]

Filename: NetWatcher-12a276d1-2c9f-43b6-93ea-26faeeb18e1d.tar.xz
Timestamp: 2017-06-26 16:28:57

SHAT1 Hash 8a7b6111c445393af39%ebcbeda23239c7eb167a4

Size 602.17 MiB

4. Understand your current VM

b =
N N [VLANBO=Internet] I
architecture and map out how you will 4 B R |
I Switchl I
i 1
setup your sensor VM. Here is a !
N |
typical setup:
Trunk
AEEEEEEEEEFE
v
- o
= ZEEEEEEEEERE
£
-g 4————Trunk
[N}

B Vitwalport T Virtual to Physical
irtuatro Physical to Physical m.

[] Physical Port Virtual to Virtual

5. Create a mirror of the firewall traffic for the Network Intrusion Detection (NIDS)

Example on a Cisco device: See https://learningnetwork.cisco.com/docs/DOC-26018
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Identify Source port for SPAN
#show run int Gi1/0/24

Building configuration...

Current configuration : 92 bytes
interface GigabitEthernet1/0/24
description Trunk to Internet Firewall
switchport mode trunk

end

Identify Destination port for SPAN
#show run int Gi1/0/18

Building configuration...

Current configuration : 86 bytes
interface GigabitEthernet1/0/18
description Link to vm2 vmnic1
switchport mode trunk
switchport nonegotiate

end

Configure SPAN:

#monitor session 2 source interface Gi1/0/24
#monitor session 2 destination interface Gi1/0/18

6. Create a Virtual Switch w/Virtual SPAN Port & Map it to a Physical Port

(D vCerter - vsphere ent oy X ]

Fie EGN View lwentory Adminstation Pugins Help

B B 0 wome @ swetoy 20 Hostsand Qumters

L

% Of tocd
i swoel
e <=

Select Configuration tab

Select Networking under Hardware.
Select vSphere Standard Switch
Click Add Networking...

o 09 ) =

Recent Tasks Noroe, Tonget or Staten comtaos * - X

Compieted Tene

B Tasis @ Nams Otymckays
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7. Create a Virtual Switch w/Virtual SPAN Port & Map it to a Physical Port--Create the SPAN Port to mirror all
traffic. Set VLAN ID to 4095 (Step 3) to ensure proper handling of VLAN tags.

@ Asa Neworkwizaa [l EI s | [ 4od Network Wizard |
Connection Type 1 Virtual Machines - Network Access
Connecton Types Rt et
© Vet Mochine
[P RSU——————
1020010203254 (WBE
L Intel Corporation 1350 Gigabit Network Connection
The VMkenmel SCSL, NFS, and host ~ @ vmnich 1000 Ful ©192.168.0.192-192.168.0.223 ( VLAN 300
e 2 ot pom
Y » ey
Unselect in use physical ports (vmnic3 above) and select
desired dedicated/unused physical port (vmnicl above).
o cmo [ metz | o | wo | ok cance
L — 4| L B 4
) A Network Wasd I=ICIES| [ asa Metworewiad [ESET—)
Vet Machine - Connection settios Ready to Compiete
W Port Group Propertes W
Connection Settings  Netuork Labet. S Connestion Seiogs [
Sanmare LTI ST - o R—— Summary
=
soan gt o}
Change Network Label to “SPAN Target” Click Finish
and VLAN ID to None (0)
o ok [ wos ] cmn wo | <o | ow | o
L I 4| L . A

8. Create a Virtual Switch w/Virtual SPAN Port & Map it to a Physical Port--Enable Promiscuous Mode
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@ ewicopropertes == )
Ports | Network Adacters |
S 7 [
e e « Mot Pos e
B SPANTuos Vet acine P e |
. 10 [
otk okces
Securty
e
W s s Aot
fresopenting pr
Tratfc shaping
e b -
Pk B i
reas
Fooerand 004
ot
N for Ot Uk et o
Notfy Swtches: Yes
Select Properties, Select vSwitch Select Edit s s bl
‘Standby Adagters: None
Unused Adagters: None
e L . S 2 s i
ey — g ——————— =TI o = =
B ewiad Properies B oo Properis
General Securty | Trafc Shaoina | NIC Teamina | General Securty | Traffic Shaoina | NIC Teamina |
Pokcy Exceptons Potcy Exceptions
Promecucus Mode: [Reject =] Promecucus Mode: T - |
MAC Address Changes: [Accept =] MAC Address Changes: e R |
rorged Transmas: [Accept =1 Forged Transmas: [Accept = |
l
Select Security Tab Enable Promiscuous Mode
[ox 1 comca | e | | [ox 1 conem | veo | |
9. Import NetWatcher Sensor VM
Run VMWare Converter
(https://www.vmware.com/products/converter)
0 e (== | ps—
o o 1 e e
© Comot uchee 3 Conkgare machee O Source System
Veaby: ~ Tods S v Al T2k ¥ Racare s Select the source system you want to convert
D w0 Saxce Oernon St St Eaome
Click Convert machine; . O 7™ st sorce type: [Viare Worstaton o aher Vvare vl machn =]
* Select source type: VMWare Workstation or other VMware Summary ¢ Vitware

Convert
Fusion or other VMware product.

virtual machine

a2 " Browse for source vrtual machne or mage
* Browse to and select .vmx file among your downloaded files

e : - OvFwmx +

View source detais...

Welcome to VMware vCenter Converter Standalone

Kt & Wb s e, The e Yo Py coven bk

i) B dgroni <o | el (=)

) Machine Details for NetWatcher - OVF [
Destination System
Name: NetWatcher - OVF 2 Select 2 host for the new vitual machine

Machine type:  VMware desktop vitual machne

Firmware: BIOS Source System Source: {3 1:\NetWatcher-12a...\NetWatcher - OVF.vmx (Other (324¢)) Destination: ... ‘
Operating system: Other (32 bt) B Viare =
[ Total size: 500 GB Destnation Locaton
" s . 3 o Number of vCPUs: 4 (4 sockets * 1 cores) Optons.
Click on source details and it should look like this: RAM: 409 MB Summary Vitare Infastructure sesver detals
Network: ethemet0 Server: -
ethemetl F User name: m

Source disks/ volumes layout: passwort: (oo
Dk 1 <GPT> - 500 GB

EFI-SYSTEM (Volume 1) - 62.97 MB used / 128 MB total <FAT> &

(Volime 2) - 2 MB used / 2 MB total <unknown> Click Next.

(Vokime 3) - 1 GB used / 1 68 total <unknown> Select Destination type: VMware Infrastructure virtual machine

Voume 4) - 1 GB used / 1 GB total <unknown: . e . " "
:vm: 5; R T s Server: This is your ESXi/vSphere cluster and login credentials.
(Volime 6) - 64 MB used / 64 MB total <unknown>

(Volime 7) - 497.68 GB used / 497.68 GB total <unknown> - «

10. Import NetWatcher Sensor VM
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' Conversion

= |

¥ Conversion

=] |

Source System

. vcenter server
Help.| Export diagnostic

Destination Virtual Machine
Select the destinabon VM name and folder

Source: & I:\NetWatc...\NetWatcher - OVF.vmx (Other (32-bt)) Destination: & Met...
Destnation System . -
Destination Virtual p 127 NetiWatcher - OVF
Destnation Location
Options.

Summary

Inventory for: veentersvroel  Search for name wih: Clear

Power state
& Windows 7 Ent — Adam Running

|@ veenterswroe.|
4 [ OE Local [1 VMs]
) Cou Storage

[ Defensative [1 VMs]

VM name

Click Next and Select Destination directory on

[ <pock |

Destination Location
Select the locaton for the new wrtual machne

Source System

Inventory for: veenter.svroe.| Total source disks sze: 500 GB

Destination Location L1 OF Local Datastore
Jpoors “ B e Loal USE ME - Z5tax 15 =
Summary B vmi.svroel
Capacty:  14,381.59 GB
@ vm3.svroel Free: 2,442.24 GB
o vmd.svr.oe.l Type: NFS
Virtual machne version

Select Destination physical server and data store

Refresh

. m »

Source: & [:\NetiWatc...\NetWatcher - OVF.vmx (Other (32-b1)) Destination: & Net...

[Ccancel ]

1 Conversion

' Conversion

=)

Options
Set up the parameters for the conversion task

‘Source System Source: {5 I:\NetWetcher-..\NetWatcher - OVE.vmx (Other (32-b¢)) Destination: & ..
Destination SYSIEM  Cick on an gption below to edt &.
Destination Virtual Mach
Destinat 0 Current settngs:

~ Data to copy
Options Copy type: Diskbased
Summary VituaDisk1: 500 GB

- Devices
VCPUS: 4 (4 sockets * 1 cores)
Disk controler: Preserve source
Memory: 468

- N

Edt

Edt

Ede

NICI: SPAN Target
NIC2: SPAN Target

= & Advanced options
Power on destnaton: No
Instal VMware Tooks: N/A
Custorize Guest 0S: N/A
b Reconfigure: N/A

Edt

Edt

Confirm settings

Summary
Review the conversion parameters

Click Finish

Source System

(ki) Excort dagnostic logs.

Source: (3 1:\NetWatcher-...\NetWatcher - OVF.vmx (Other (32-bt)) Destination: & ...
Dessination §
Destniation Vitygl Mah | Source system information
‘Dastination Locagion Source type: Viware Workstation of other ViMwai
. Path '\NetWiatchher-12a276d1 -2c9f.-43b6-
sy CPU throtting None
Summary MNetwork throtting None
Destination system information
Virtual machine name: NetWatcher - OVF
Hardware version Version 10
Host/Server veenter svr.oe |
Connected as: mckaya
M folder. Defensative
Cluster. OF Local
Host system vm2 swroe.l
Resource pool Default
Power on after conversion No
Humber of vCPUs: 4 (4 sockets * 1 cores)
Physical memory 4GB
Network Preserve NIC count
NIC1 Connected
SPAN Target
« m ] »
« »

11. Import NetWatcher Sensor VM

1 Conversion

Summary
Review the conversion parameters

Physical

Destination system information

Virtual machine name:

Hardware version version 10
Hast/Server veenter svroe |
Connected as mckaya

VM folder Defensative

Cluster OF Local

Host system vmzswoel
Resource pool Default

Power on after conversion No

Nur VCPUs 4 (4 sockets * 1 cores)

Network Presenve NIC count
NG Comnected
SPAN Target S
—_— (o o ’
« v
Heb | Export dagnostic logs. <Back || Frish Cancel

% Convert machne 1 Configure machne | O

Task 1D

XD Suwce  Destnaton
> Submitting job... = i Wettatche... veenters:
Destination System =
Destiation Vityal Mack | SOUCe system information
Destinotion Locaton Source type Viware Workstation or other VMwa
1\NetWatcher-12a276d1-2c9(-43b6-
Qoxons None
Summary .

None:

NetWatcher - OVF

Vwby: v Tasks Show v Al tasks n  Recent tasks

Status
. C] 1% 12/3002015 ... Estmated tme remanng: 1 hours

Let it build.

b

% Comvert madhe & Confgure machne | O

Vewby: v Tads Show v Al tasks ¥ Recent tasks

Taskid 81D Source
et

Destnaton  Status nd tme
@1 1 che... veentersvr... o Completed 12/30/2015 _. 12/30/2015 12:19:50 M.

Welcome to VMware vCenter Converter Standalone
con

@ vouto take

“The mathnes
Comvert - Physeal machnes
Machne - Vhhware vitul machnes (-vm)
Vb Contordted Badiop {vevs)
Plercsalt Vetuol PC or VetualServr vetal machines {enc)
Symarkes Lestae Recavery Image (.5v2)

12. Map NetWatcher Sensors Network Adapter 1 and Network Adapter 2
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VMware vSphars Web Client

Navigate to newly created VM -> Click vCenter,
VMs and Templates, locate where you placed the

e

(VLANBO=Internet]
Virtual NW iztti'\al?
Switchl Sensor Switch2

Make Network Adapter 1 point to a network with DHCP and which
will have access to the internet (VLANS8O in this case) and Network
Click Edit Virtual Machine Settings ! Adapter 2 point to ‘SPAN Target’

13. Open NetWatcher Sensor Console
D ——

Click Actions->Open Console
(2 NetWatcher - OVF on vm2.svr.oel VEFify IP Address = B

File View VM

L - "Nk e . e

Click Power on the virtual machine

14. If you need to setup a static IP address see this article.

15. Login to the Customer Portal to Verify Sensor is Live (Sensor will turn amber if it can connect to the

NetWatcher cloud; Sensor will turn green if it can also see the mirror/SPAN traffic)
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Installing the Virtual Sensor on Other Virtual Machine Platforms

e For VMWare workstation (for testing only, not production) find details here

e For Hyper-V find details here

We hope you enjoy the NetWatcher service. We’ve designed the service to be useful for managers, help
desk techs and for advanced security analysts. We’ve tried to make the User Interface (Ul) intuitive and
easy to use as well as powerful. If you have any questions don’t hesitate to contact us at

info@netwatcher.com

Follow us on Twitter @netwatcher.

https://netwatcher.com
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