
5 App Tips
Whether you are downloading a new app or 
updating an existing one - be in the know. 

It’s easier said than done but it’s important to press “ok” to an update message 
rather than “remind me later” as those updates are necessary to keep systems 
safe.

Never delay an update

Hackers take advantage of outdated design which means that your personal 
information is at risk if you haven’t downloaded the latest updates. If you have 
any apps on your devices that you don’t use, be sure to delete them.

If you don’t use it, delete it

If it’s not from the accredited “Google Play Store” or “ Apple  Store” we don’t 
recommend that you download it. This isn’t necessarily because the app isn’t 
legitimate but it’s because the security of the app would be a concern.

Is it in an accredited store?

For all of your logins and apps, be sure to enable  two-factor authentication 
(2FA) as this extra layer of protection helps to keep your account and data safe. 
You can usually set this up in settings, once you have logged in.

Enable 2FA!

When you are thinking about downloading an app, even if it’s on an accredited 
app store, it’s good to look at star ratings, reviews and the developers details to 
help you make an informed decision.

Reviews, stars and developer details

We always recommend a multi-layered approach including multi-layered 
cyber security support, disaster recovery solutions and user education.

For more advice on 
cyber security visit:
https://www.complete-it.co.uk/cyber-security/


