
5 Tips To Stay Safe on 
Social Media
Fake accounts mean fraudulent behaviour!

Setting your accounts to “private” and enabling restrictions on what people can 
see on your privacy settings keeps unwanted criminals away from your 
personal life.

Privacy settings

Ensure you are only accepting people you know as fake accounts are purposely 
created to prey on vulnerable people sharing too much personal information.

Only accept people you know

There should be limits to what you share on social media. Sharing your birth 
year, where you live and when you’re on holiday attracts all sorts of criminal 
behaviour.

Don’t share everything

You should use strong and different passwords for every account you have. 
Enabling two-factor authentication (2FA) is also important to help keep your 
account and data safe.

Passwords and 2FA

It’s easy to get obsessed and scrolling through news feeds  and minutes turns 
into hours. Limit the amount of time you use social media and remember there 
is a life beyond the screen.

Take a time out

We always recommend a multi-layered approach including multi-layered 
cyber security support, disaster recovery solutions and user education.

For more advice on 
cyber security visit:
www.complete-it.co.uk/cyber-security/


