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Key Points

● Basic principles of Site Admin
● Best practices utilizing tools:

– Site Admin

– Alert Viewer

– Dimension Maintenance

● Sneak peek at Dimension Maintenance that will 
be launching later this year



Why Is This Important?

● Work smart, not hard
● Utilize the tools available



How Do Others Manage Site Admin?

● Some clients consolidate these tasks to the IT 
dept 

● Most clients consolidate this to handful of 
people who are super users



Site Admin: Basic Principles



User Groups

● User Groups allows you to quickly group people together

● Makes it easier for new hires

● Users can be in multiple user groups 

● Quick way to:

– Set permissions to a group of people

– Share, send as email, or export reports

– Share dashboards

– Schedule alerts



User Group Examples

Trademarked from Marvel and DC comics



User Group Example



User Group Example

Trademarked from Marvel and DC comics



Permissions

Permissions for the user and/or user group

There are 3 options:

           No permission assigned → Box is left blank

          

           Always Allow → Green check

           

           Always Deny → Red X



Permissions

● If an individual (without 
permissions) is in a 
user group, they will 
follow the group's 
permissions

● An individual's 
permissions will always 
trump the user group.



Permissions Example



Permissions Example



Permissions Example



Permissions: New User



Address Book is Global
● If you add an email to the address book, it is 

global (everyone can see it)



Security Sets



Security Sets



Security Sets



Filter Sets



Filter Sets



Filter Set Example



No Filter Set

Filter 
Set # 1 



No Filter Set

Filter 
Set # 1 



No Filter Set

Filter 
Set # 2 



No Filter Set

Filter 
Set # 2 



How to Apply Filter Set to a Report



How to Apply Filter Set to a Report



Why Can't I Edit Other Site Admins?

● You can't edit other site 
admins

● Site Admins can change 
their own password



How to Change Password

● Use the gear icon         to edit password
● Located top right of the screen



Site Admin: Best Practices 



Login Should Be The Position

● Login should be the store or position
● Reports and dashboards that are used and 

shared 
● Alerts that go out are under this user
● First and Last Names can always be changed 

and updated
● Example for Login: FPAanalyst 



Example for Login: FPAanalyst



Example for Login: FPAanalyst



Example for Login: FPAanalyst



Example for Login: FPAanalyst



Use Department in First Name



When An Employee Leaves

● Change Password
●  Alert viewer 
● Change the first & last name of the Login
● New hire can create new password
● New hire will have access to all reports, 

dashboards, and scheduled alerts 



Unsharing Reports



Unsharing Reports



Alert Viewer



Alert Viewer

● Displays as a report in the report list 
– (similar to Check Viewer)

● Can be shared
● Doesnt require access to Site Admin



Alert Viewer



Alert Viewer



Alert Viewer



Alert Viewer



Alert Viewer



Alert Viewer



Alert Viewer



Alert Viewer



Sneak Peak Dimension 
Maintenance v3



Dimension Maintenance



Updating Dimensions



Updating Dimensions



Updating Dimensions



Updating Dimensions



Exception Report for Unknowns



Closing

● Tools available
– Site admin
– Alert Viewer
– Dimension Maintenance



Questions?
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Why Is This Important?

● Work smart, not hard
● Utilize the tools available

Being a Site administrator for Mirus can be challenging 
sometimes. 

You have to juggle understanding the vision and goal 
of your company and how to execute that goal with 
Mirus.

Fortunately, Mirus does have tools and features to help 
you in achieve your company's data consumption 
and data distribution vision.



  

 

How Do Others Manage Site Admin?

● Some clients consolidate these tasks to the IT 
dept 

● Most clients consolidate this to handful of 
people who are super users

This varies based on the size of the client as well as 
hierarchy of the client



  

 

Site Admin: Basic Principles

First we are going to cover the basic principles of site 
admin



  

 

User Groups

● User Groups allows you to quickly group people together

● Makes it easier for new hires

● Users can be in multiple user groups 

● Quick way to:

– Set permissions to a group of people

– Share, send as email, or export reports

– Share dashboards

– Schedule alerts

Site Administrator's secret weapon for efficiency

● User Groups allows you to quickly group people together
● Makes it easier for new hires
● Users can be in multiple user groups 
● Quick way to:

● Set permissions to a group of people
● Share, send as email, or export reports
● Share dashboards
● Schedule alerts

●

● With the user group, the user has take an action and 
select the user group → schedule an alert, share a report, 
share a dashboard, export a report



  

 

User Group Examples

Trademarked from Marvel and DC comics

Here we have examples of some user groups:
The Avengers and the Justice League
One group is from marvel comics whereas the other is 

from DC comics.

So if I had a report & I shared it to the Avengers User 
group –-> only Iron Man, Captain America, Hulk, 
would see it

Bat man, superman, Wonder woman would not see it



  

 

User Group Example

Since users can be in multiple user groups, let's 
expand the example.

Imagine all of us in this room were users as well..
You could create a user group called SUPER HEROS 



  

 

User Group Example

Trademarked from Marvel and DC comics

only these people (Iron Man, Thor, Batman, Wonder 
women, would be in that user group.

So if I had an alert (these are the stores that are being 
attacked by Aliens) that was scheduled to go out to 
the user group SUPER HEROS: all of these users 
would get it whereas everyone in this room would 
not.



  

 

Permissions

Permissions for the user and/or user group

There are 3 options:

           No permission assigned → Box is left blank

          

           Always Allow → Green check

           

           Always Deny → Red X

● You can define permissions for the user and/ or the user 
group

●

● Permissions can range from seeing specific measure or 
dimensions or access to certain features: 

● For example: can they export a report, can they create a 
report, or can they share a dashboard?

●

● This is also important when limiting the measures you want 
a user or user group to see

●

● This is helpful when you are rolling out the report writer to a 
user or user group. If you have 50 measures, you can 
only show 20 for the user (to make it less overwhelming)



  

 

Permissions

● If an individual (without 
permissions) is in a 
user group, they will 
follow the group's 
permissions

● An individual's 
permissions will always 
trump the user group.

● Example:
● Here is the permissions settings for The Avengers 

User Group.
● Notice there is a red X next to Edit Dashboard
● Anyone in the group can not Edit a Dashboard
●

●



  

 

Permissions Example

● Example: A Dashboard that is shared the User Group
●  Avengers
● This means all of these users will be able to see 

the dashboard when they log in but they can't 
edit any dashboards

●

●



  

 

Permissions Example

And If you look at Hulk's User, he has a green check 
on Edit Dashboard.

This means he can ALWAYS edit dashboards, even if 
he is in the Avenger user group (which can not edit 
dashboards)



  

 

Permissions Example

● That means The Hulk can edit dashbaords whereas the 
rest of the Avengers can not

●

● Using Permissions on an entire User Group is a best 
practice.

● This helps when rolling out the report writer to select users. 
You can slim down the measures and dimensions 
available to the users so they can start off small. You can 
always go back and open up permissions later.

●

● Also, even if the hulk had access to a set of dimensions 
(like social security numbers for employees) and shared 
a report with SS to the avengers and they as a user 
group do not have permission to see the SS, then they 
will not see the dimension. Even if the SS dimension is 
on a report he shared to the group, only he will see the 
SS dimension.

●



  

 

Permissions: New User

● When a new user is added to the User group, Like 
Spiderman here, they will get all dashboards, 
reports, and scheduled alerts for that User group.

●

● They will also follow the existing permissions in the 
user group.

●

● Questions so far?
●



  

 

Address Book is Global
● If you add an email to the address book, it is 

global (everyone can see it)

Any email address that is added in the user's settings 
is global.

So here you see the user settings for The Hulk. And he 
has 2 emails.

If you were to go to the the alert scheduler, all users 
will see The Hulk and Hulk Personal

Please remember, if you have 2 emails,: both with the 
contact name of The Hulk, then in the alert scheduler 
you will see 2 users called “The Hulk” and you won't 
know which is which.



  

 

Security Sets

Security Set allows you to permanently limit which 
store or stores a user sees

● A user can be in user group(s) and have security 
set(s)

● Security set is absolute and will effect all reports, 
dashboards, alerts, exports

● You should use a security set when you want to limit  
 to only see a certain store, market, area, or 
specific store dimension

● With a security Set, the burden is on MIRUS. Mirus 
will always have this security set for this user

Example for a franchisee, they will only see their 
stores. They will never ever see the company stores. 
No mater what report is shared to them



  

 

Security Sets

This is the security set tab for aquaman
If this were true, then he would only see stores where 

area= North



  

 

Security Sets

When the user is looking at the report that is shared to 
them, their security filter is always on the report.

Here is Aquaman's Area = North



  

 

Filter Sets

● Filter Set allows you to set different filters based on the 
user's role.

● Allows for more control with different types of reports
(Company reports versus store reports)

● A user can have multiple Filter Sets
● **Burden is on the report writer to add the correct filter set 

to the shared report. If the report writer does not add the 
filter set to the report, then the filter set will not be 
applied.

●

● To add, you go to the user settings for the user, and filter 
sets to add new



  

 

Filter Sets

Title the filter set (Here I have state.)
Select the number, here I have 1
And select the dimension State> Texas, add filter to 

filter set.
Save the filter set & save the user settings



  

 

Filter Set Example

This is Captain America's filter sets.

He has 2 filter sets.

Filter set #1 is for States
Filter Set #2 is for Area



  

 

No Filter Set

Filter 
Set # 1 

The report on the left is a report that I built.
Once I add the filter set to the report, and share to 

Captain America. He will see the report on the right.



  

 

No Filter Set

Filter 
Set # 1 

The greyed out area is what got removed



  

 

No Filter Set

Filter 
Set # 2 

Now on to filter set #2. Same thing. The report on the 
left is my report.

After applying filter set #2, the report on the right is 
what Captain America sees.



  

 

No Filter Set

Filter 
Set # 2 

The greyed out rows disappeared

So if we had a different user (like Wonderwomen) if her 
filter set #2 was Area = Steph, she would only see 
this one store (Annco).



  

 

How to Apply Filter Set to a Report

You apply filter sets from the report list.

Here is the reports list. Select the report, use the 
button for sharing/filtersets



  

 

How to Apply Filter Set to a Report

You can select the filter set from the drop down.
We also have “show selected users” which is a quick 

way to look who was selected.



  

 

Why Can't I Edit Other Site Admins?

● You can't edit other site 
admins

● Site Admins can change 
their own password

● Sometimes we get questions on why users see other 
site admins like this:

●

● Here you have the Justice Leauge Master user, and 
you can't edit Clark Kent's user

●

● You can't edit other site admins. You will notice that 
you are not be able to click on them in the user list

●

●

●

●



  

 

How to Change Password

● Use the gear icon         to edit password
● Located top right of the screen

● The only way you can edit a site administrator is to 
log into the user, and click the gear icon located in 
the top right of the page.

●

● So you will need to log into Clark Kent to change his 
settings

● You will need to log into The Justice League Master 
to edit that setting

●

● Questions on the topics in the basic principles?
●



  

 

Site Admin: Best Practices 

Now we will cover some best practices



  

 

Login Should Be The Position

● Login should be the store or position
● Reports and dashboards that are used and 

shared 
● Alerts that go out are under this user
● First and Last Names can always be changed 

and updated
● Example for Login: FPAanalyst 



  

 

Example for Login: FPAanalyst



  

 

Example for Login: FPAanalyst



  

 

Example for Login: FPAanalyst



  

 

Example for Login: FPAanalyst



  

 

Use Department in First Name

Clients have also put the department for the first Name 
as well



  

 

When An Employee Leaves

● Change Password
●  Alert viewer 
● Change the first & last name of the Login
● New hire can create new password
● New hire will have access to all reports, 

dashboards, and scheduled alerts 

● Alert Viewer to see alerts (if the report is not shared 
to you, let Mirus know we can change the owner)



  

 

Unsharing Reports

You can quickly unshare reports from the Site admin 
tab.

For example here we have the user settings for 
wonder woman



  

 

Unsharing Reports

Just go under the Reports tab and you will see the 
unshare section.

You can see the Alert viewer, and some reports are 
shared to wonder woman.

TO unshare just click to uncheck the report

Questions on these best practices?



  

 

Alert Viewer

Next we will cover the Alert viewer.

The alert viewer is a tool (like check viewer) that allows 
you to see in one place the alerts you are sending 
out or what your company is distributing.



  

 

Alert Viewer

● Displays as a report in the report list 
– (similar to Check Viewer)

● Can be shared
● Doesnt require access to Site Admin

● briefly go over why & how to use Alert Viewer
●     alerts company is distributing



  

 

Alert Viewer

● briefly go over why & how to use Alert Viewer
●     alerts company is distributing



  

 

Alert Viewer

● Here is the Alert viewer zoomed in.



  

 

Alert Viewer

●

● You can see the report name, number, and owner



  

 

Alert Viewer

● You can also re-run alerts
●

● Example, missing a store on the 6AM alert.
● Now that the store is re-polled, you can re-run your 

alert (which will have the store)



  

 

Alert Viewer

● briefly go over why & how to use Alert Viewer
●     alerts company is distributing



  

 

Alert Viewer

● briefly go over why & how to use Alert Viewer
●     alerts company is distributing



  

 

Alert Viewer

● briefly go over why & how to use Alert Viewer
●     alerts company is distributing



  

 

Alert Viewer

●

●     alerts company is distributing
●

● What are some of the most common things:
● I am receiving this alert or who is sending this alert 

out



  

 

Sneak Peak Dimension 
Maintenance v3



  

 

Dimension Maintenance

● Maintaining your dimensions is important because it 
effects your reporting.

● With DM you can create dimensions that help your 
reporting

● Example:
 Job Num & Name come from the labor system, 



  

 

Updating Dimensions

● So the new dimensions are Employee Type, 
Department Name, and Job Rotation

● These were all created in dimension Maintenance



  

 

Updating Dimensions

So here you can see that we have some Jobs that 
have an unknown Job Rotation.

IN your reports, if you had a filter for Job Rotation = 
FOH then these would get dropped off



  

 

Updating Dimensions

After your update in Dimension Maintenance, the Job 
Rotation is now defined and that will be reflected in 
your reports



  

 

Updating Dimensions

So to the left you can see the report with Job Rotation.

 if you were to have this report as a pie graph, you 
would have all of the appropriate Job Rotation.

There would be no unknown.

Questions so far?



  

 

Exception Report for Unknowns

● Why?
●

● Exception report to maintain  the dimension.
●

● Set an alert to tell you when you have unknowns.
●

● This can be once a week.



  

 

Closing

● Tools available
– Site admin
– Alert Viewer
– Dimension Maintenance



  

 

Questions?


