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W 
ith nothing 
more than 

some rope, a 
few guns and a lot of 

gumption, Jesse James committed 

the first train robbery in 1873. 
Although he and his gang were 

hoping for a windfall of gold 

bullion, they only made off with a 
meager $2,000. After that, 

thousands of train robberies 
occurred and became common 

because trains were easy, slow-

moving targets full of valuables 
traveling through unpopulated areas 

(the most common targets were 

trains carrying payroll shipments).  

Crime has evolved in leaps and 

bounds since then, but one thing 

hasn’t changed: there are a growing 
number of people in the world who 

have the motivation and the means 

to rob you blind. The only difference 

is that instead of getting a gun and 

holding up a bank or a train full of 
people, they’re getting smarter and 

more sophisticated, using software, 

tools and malware to rob 
MILLIONS of people, 

simultaneously, while sitting at 

home at their PC. They are cropping 
up in droves in China, Brazil and 

Russia as the Internet and low-cost 
online tools and software become 

available. Worst of all? Businesses 

are giving these criminals 

MULTIPLE points of easy entry 

through unprotected, unmonitored 

mobile devices. 

Every two seconds someone 
becomes a victim of cyber-fraud in 

the US. Over 82,000 NEW malware 

threats are being released every 
single DAY – and small businesses 

are cybercriminals’ hottest target 
because of the low-end or 

nonexistent security controls they 

have in place. Combine that with 
the fact that more companies are 

allowing employees to access and 
store confidential data on their 

mobile devices AND the increasing 

litigation around data privacy, and 
you’ve got a perfect litigious storm 

that EVERY business must address 

if it is allowing employees to access 
and store company data on mobile 

devices. 

That’s why it’s critical to have a 
Mobile Device Management system 

(MDM) in place. One breach of 

your company’s information due to 
a lost laptop or Trojan introduced 

via a cell phone can cause a 

nightmare of reputational damage, 
litigation and lost clients, not to 

mention the loss of your hard-

earned cash.  

“As a business owner, you don’t 
have time to waste on technical 
and operational issues. That’s 
where we shine! Call us and put 
an end to your IT problems 
finally and forever!” 

Beat The Heat 
With the “dog days” of summer 

upon us, excess heat can be a big 

problem for servers, since a server 

that becomes overheated usually 

costs more in energy, fails more often 

and is more likely to crash. 

  

Here are a few things you can do to 

prevent equipment from overheating: 

1. Tidy up the server room; a neater 

room will increase airflow. 

2. Keep the doors to the server room 

closed and seal off the space. 

3. Have a redundant A/C unit that is 

specifically designed for computers. 

4. Buy a rack enclosure where the 

cooling is built into the bottom of the 

rack. 

5. Keep the temperature at no more 

than 77 degrees Fahrenheit. 

6. Consider virtualization or cloud 

computing so that you are generating 

a lower amount of heat in the first 

place. 
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In this Free Executive Report, you’ll discover: 

 What specific business policy every employee in your company must 
agree to before they ever access company data on their mobile device.  

 The 4 minimum security requirements for every cellphone or laptop in 
your company. 

 2 critical steps to ensure that your company data doesn’t end up in 
criminal hands. 

 How to be 100% certain that a lost cellphone results in zero lost compa-
ny data. 

Get your FREE COPY today at www.dpsolutions.com/mobiledevices 

Free Report: 7 Critical Security Measures Every 
Business Must Put In Place Now With Mobile Computing 

5 Smart Tips For Mobile Device Use 

If you’re planning on heading out 
of town – or simply to the coffee 

shop to work – here are a few tips 

to keep in mind.  

1. Protect your devices from 

thieves. All mobile devices should 

be passcode-protected and loaded 

with apps that will help you track 

and find them in 
case they get lost or 

stolen. These apps 

allow you to 
remotely wipe the 

device if it falls into 
the wrong hands; 

you definitely don’t 

want to expose 
yourself to identity 

theft or allow 

someone access to your company’s 
network and client data. Also, 

never leave your device anywhere 

you wouldn’t leave your wallet.  

2. Backup. Mobile devices get lost 

and destroyed more often than 
desktop computers because you’re 

dragging them around from place 

to place and exposing them to non-
gadget-friendly environments; 

therefore, make sure you are 
backing up all the data to the 

cloud. All it takes is a spilled cup of 

coffee to erase those precious 
family photos and videos; and 

most people don’t think about 

backing up their phone.  

3. Take caution when connecting 

to free public Wi-Fi. Hackers with 

routers and readily available 

software set up rogue hot spots for 

spying and serving you fake 
websites. They often name these 

hot spots something 
generic such as 

“Coffee Shop” or 

“Linksys” to fool you 
into thinking they are 

safe. You think you're 
connecting to the 

coffee shop's Wi-Fi, 

but you’re actually 
accessing the web 

through their portal. 

If you are going to use public Wi-
Fi, simply use it for general web 

surfing, not shopping, banking or 

accessing critical data.  

4. Turn off sharing. If you use a 

laptop, you might have it set to 
share files and folders with other 

computers at work or home. 

However, you don’t want those 
settings “on” when connecting to a 

public network. When connecting 

to a public hotspot for the first 

time, Windows will ask you for a 
location type; choose "public" and 

it will automatically reset your 

settings to turn off sharing.  

5. Carry your own connection. If 

you’re going to access your bank 
account, go shopping online or 

retrieve critical data when 

traveling, invest in your own 
personal Mi-Fi connection. If you 

don’t have one and you need to 

make an emergency balance 
transfer or an immediate purchase 

to save a significant amount of 
money, it's safer to use your cell 

phone. When banking, use your 

bank’s official app and sign up for 
any extra security they offer. For 

example, Bank of America's 

SafePass program sends a text 
message with a 6-digit code to 

authorize a transaction. The code 

expires as soon as you use it.  

Are you are concerned about the 

dangers inherent in mobile device 

use? With our FREE Mobile 

Security Assessment, we will help 

you identify areas of risk within 

your organization and determine a 

strategy for implementing secure 
mobile device practices. Sign up 

today at www.dpsolutions.com/

mobile. 
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“Businesses are 
giving criminals 

multiple points of 
easy entry through 
unprotected mobile 

devices.” 



Client Spotlight:  

AMIA 

Headquartered in Bethesda, MD, 

AMIA (The American Medical 

Informatics Association) is the 

leading professional association for 

informatics professionals. AMIA is 

the center of action for 4,000 

informatics professionals from more 

than 65 countries. As the voice of the 

nation’s top biomedical and health 

informatics professionals, AMIA 

and its members play a leading role 

in assessing the effect of health 

innovations on health policy, and 

advancing the field of informatics. 

AMIA actively supports five 

domains in informatics: 

translational bioinformatics, clinical 

research informatics, clinical 

informatics, consumer health 

informatics, and public health 

informatics. 

  

Since 2009, DP Solutions has 

provided AMIA with Confidence 

Plus managed IT services. The fully 

managed tech support model allows 

AMIA’s leadership to maintain a 

laser focus on servicing their 

members, and not be bogged down 

with the day-to-day IT tasks that 

keep the business running. Most 

recently, AMIA has undertaken a 

mission to enable greater mobility, 

improve operational efficiencies, 

and eliminate dependencies on 

hardware by moving to a cloud-

based model with Office 365 and 

Azure Server hosting.  

 

To learn more about AMIA, visit 

www.amia.org. 

 

7 Ways To Communicate Powerfully In Writing 
Executives can multiply their influence 
by learning the techniques of forceful 
writing. High-powered writers learn to 
focus words the way a laser beam focuses 
light. 

Focus your objective. What is the 
purpose of the material you want to 
write? Writing can help you achieve the 
five I’s: it can inform, inquire, influence, 
instruct and incite. 

Focus your audience. Written materials 
such as reports and brochures can be 
valuable positioning tools. They should 
be written with a specific audience in 
mind — the audience you wish to 
influence to buy your products or 
services. 

Focus your content. Make sure your 
message is the right message for the right 
audience. Don't let unnecessary ideas 
intrude on your principal message. To 
quote Professor William Strunk, Jr., the 
renowned authority on English usage: 

“A sentence should contain no unnecessary 
words, a paragraph no unnecessary sentences, 
for the same reason that a drawing should 
have no unnecessary lines and a machine no 
unnecessary parts.” 

 Focus your organization. A good piece of 
writing flows like a symphony. Organize 
your material so that each topic flows 
easily and naturally into the next. 

 Focus your clarity. Some writers think 
they can hide fuzzy thinking by burying 
it under a mass of words. To have impact, 
ideas must be expressed precisely and 
concisely. Lincoln’s Gettysburg Address 
required only 275 words, and 196 of them 
were of one syllable. 

Focus your refinement. Perfection rarely 
emerges from a first draft. Ambrose 

Bierce once said that “a saint is a dead 
sinner revised and edited.” Great writing 
is rough copy revised and edited. 

Be your own toughest editor, but don’t 
stop there. Let others read what you have 
written before you submit it to your 
audience. You know what you meant, but 
you can’t know how others might 
interpret it until others have read it. 

Focus your results. Unless results are 
built in, they don’t happen. Good writing 
always does four things: 

It creates a feeling. 
It gives an idea. 
It gives the reader a benefit. 
It produces a desired response. 

Communication is not a nice-to-have 
skill. It is essential to success in the 
business world. To produce and market 
the products and services to support the 
billions of people who now inhabit the 
earth requires a level of communications 
undreamed of in previous centuries. 
When the quality of your product 
depends upon the collective efforts of 
dozens, hundreds or thousands of 
individuals, communication becomes the 
lifeblood of your enterprise. 

In fact, communication is at the heart of 
everything we do. It is the foundation for 
interaction among human beings. 
Communication has to do with meanings, 
with understandings, with feelings, with 
desires, with needs and with ideas. Our 
world is filled with information. 

But the greatest need is for understanding 
— for building bridges between human 
beings so we can better live together, 
work together, get along with each other 
and make this earth the best possible 
home for the human race.  
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Dr. Nido Qubein is president of High Point University, an undergraduate and graduate institution with 
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Your Systems… 
Windows 10 

Feeling a little gun-shy about 
making the leap to Windows 10? 
After all, even Microsoft admits 
Windows 8 was a flop… So why 
switch to 10? To start with, the user 
interface just makes a lot more sense. 
It brings back the start menu that W8 
ditched. Also, key functions are 
accessed from the task bar and it 
features a more refined design — for 
instance, smaller window borders. So 
unless your Windows device is an RT 
version or is about tapped-out on 
memory, you can feel pretty good 
about upgrading to Windows 10. 
 
http://www.techradar.com/us/reviews/pc-
mac/software/operating-systems/windows-10
-1267364/review/2  

http://www.ibtimes.com/microsoft-charge-
windows-10-upgrade-after-free-one-year-
deadline-expires-1930783  
 

Your Sleep 

Do you wake in the night, then find it 
impossible to go back to sleep? A 

restless night can ruin your whole 

day. And ongoing sleep problems can 
become a serious health risk. What 
can you do? Here are five tips to help 
you get the rest you need: 1) Keep the 
room dark. If you need light for a trip 
to the bathroom, put a nightlight in 
the bathroom and leave the door open 
just a crack. 2) Don’t touch your 
computer, smartphone or TV; the 
light “resets” your internal clock, 
making it hard to go back to sleep. 3) 
Resist the urge to eat unless you’re 
truly starving; a revved-up digestive 
system can keep you awake. 
 
https://www.caring.com/articles/sleep-
problems  

Your Sales 

Think December is only about giving? 
For consumers and businesses alike, it 

can be a time to save on taxes and 
use up an unspent budget. That could 
mean pockets jingling with hot cash 
about to burn a hole… Here’s how 
you can help solve that problem: 1) 
Offer multi-year bundles to increase 
the value of each sale. 2) Could any of 
your offerings serve as gifts? If so, 
promote that angle and have gift cards 
ready. 3) Close sales by the 15th. 
Things really slow down after that, so 

do what you can to close now rather 
than carry over into January. 

https://www.waveapps.com/blog/small-
business-maximize-december-sales/  

Your Web Site 

Sure, you may not have put up your 
web site as a profit center in and of 

itself, but if it could make money 
for you, why not? Here are three tips 
and tools to help you harvest some of 
the hidden wealth in your web site: 1) 
Share what you know. In this age of 
info overload, people are willing to 
pay an expert to guide them. 
BuzzSumo.com is a great tool for 
seeing what your audience is hungry 
for. 2) Turn your web site into a 
selling machine. Roomjoom.com 
takes your visitors on a content 
journey leading to more sales for you. 
3) Buddy up. If your web site or blog 
mentions other products, why not 
collect commissions on referred sales? 
ShareASale.com helps you do  
just that. 

http://www.inc.com/yoav-vilner/4-tools-to-
improve-your-website-s-monetization-in-
2015.html  

Your Hiring Process 

What’s the one hiring question no one 
asks (but maybe you should)? When 

you find someone who seems to be 
a perfect fit, there’s always the risk 
that they’re just really good at 
painting a picture they can be proud 
of… So how do you get the whole 
picture? Bert Lorang, CEO of 
FullContact, says he likes to ask for 
negative references. He's found it very 
revealing — and helpful. But there are 
a few things you need to do to make 
this work: 1) Begin by building trust. 
2) Give them time to think about it. 3) 
Call the negative references and get 
them talking. 4) Present your findings 
to the candidate. His or her response 
may reveal volumes about who they 
really are. 

http://www.inc.com/minda-zetlin/the-deeply
-revealing-interview-question-no-one-ever-asks
-but-you-should.html  
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