Regardless of the setting, exam security can be a challenge. ExamMonitor provides the remote proctoring services institutions need to ensure exam integrity and prevent academic dishonesty. ExamMonitor allows educators to deliver secure assessments to students in remote locations, with the reassurance that strong A.I.-enabled analysis will detect any attempts at cheating—even outside the classroom.

Administer next-level exam proctoring and security services for both large-scale classes or remote online course.

Detect abnormal exam-taker activity that could potentially indicate collusion or academic dishonesty.

Provide comprehensive evidence of student behavior for administrative or legal review as part of disciplinary action.

**The Process**

The student begins by logging in through ExamID and verifying their identity. Once the exam has begun, ExamMonitor captures a continuous audio and video recording of the exam taker using both webcam and screen capture. No WiFi connection is required during the exam. Once the exam is completed, the exam footage is uploaded to ExamSoft and analyzed and reviewed by a trained professional.
How It Works

1. Exam-taker identification is verified through ExamID at login, and students begin their assessments.

2. ExamMonitor captures audio and video footage of the exam taker as they navigate through the assessment—even within a secure testing environment with Wi-Fi disabled.

3. Once the exam is complete, the proctoring files are uploaded alongside the exam answer files and stored within ExamSoft.

4. Assessment recordings are then reviewed for any abnormalities using an artificial-intelligence system that analyzes student activity, gaze, background noise, and more.

5. Faculty and administration then receive a proctoring report for each questionable incident that highlights anomalies and provides educators with the ability to review the video recordings in question.

Note: You must have ExamID to use ExamMonitor.