The Middleby Corporation and its worldwide subsidiaries (collectively, “Middleby”) respect your privacy. This policy describes how Middleby collects and uses personal information submitted to us via the internet or during the normal course of business.

What is personal information?

Personal information is any information that relates to an individual and identifies or can be used to identify an individual. Examples include an individual’s name, address, email address, telephone number, Social Security number, or other unique identifier. Sensitive personal information includes, but is not limited to, an individual’s gender, race, disabilities, or veteran status.

When is personal information collected?

Personal information may be collected during the application and employment processes. If you provide personal information (e.g., a resume or job application), this information will only be used for employment-related purposes.

Personal information may also be collected when you contact us directly, through the web, or through email. Personal information, such as your name and email address, will be collected if you sign up to receive any of our newsletters. Personal information will also be collected if you create a user profile on any of the Middleby sites.

Finally, personal information may be collected if you access a Middleby website. For example, information collected can include your IP address, the areas you visit, the technology that you are using, and the Internet Service Provider used. You can use the options in your internet browser to limit or prevent the transmission of this data.

When will your personal information be shared?

Except as described within this policy, we will not share personal information with a third party unless you consent to the disclosure or disclosure is required or authorized by law. Your consent to use the information for the purpose for which it was provided will be inferred.

Within the Middleby companies, information is shared about current, past, or potential customers, including transfers of this information between countries. This information may be used to market Middleby products to you. We do not sell or lease personal information to third parties.

We may also provide customer contact information to third parties so that we can respond to your questions, requests, or orders. For example, contact information will be provided to service agents for repair work or freight carriers for order fulfillment.

We may share personal information with service providers, consultants, or affiliates for our internal business purposes. We may also disclose your personal data as part of the purchase or sale of any business or assets.
Personal data collected for employment purposes will only be used for that purpose and will not be disclosed outside Middleby except to those third parties that assist in the processing of payroll or other company benefits or to respond to inquiries from third parties where authorization from the employee has been obtained.

Our websites do contain links to other websites operated by third parties. We cannot control these third party websites, which may collect personal information from you. Any personal information provided to these third parties is not covered by this policy and we encourage you to review the privacy policies of these sites before using them.

Storage, retention, and accuracy of personal information

Middleby takes all reasonable steps to prevent the unauthorized use or disclosure of your personal information; however, transmission of information over the internet is not completely secure. You should consider this risk before transmitting any information to us over the web. Once we have received your data, we do use strict procedures and security features to try to prevent unauthorized access.

We will retain your personal information only as long as required to fulfill the purpose for which it was provided or to comply with applicable laws. We also take commercially reasonable steps to ensure that your personal information is reliable for its intended use, accurate, complete, and, where necessary, kept up-to-date.


Middleby complies with the U.S.-EU Safe Harbor Framework and the U.S.-Swiss Safe Harbor Framework as set forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal information from European Union member countries and Switzerland. Middleby has certified that it adheres to the Safe Harbor Privacy Principles of notice, choice, onward transfer, security, data integrity, access, and enforcement. To learn more about the Safe Harbor program, and to view Middleby’s certification, please visit http://www.export.gov/safeharbor/.

Use of our websites by children

Our websites are not intended for use by children under the age of 13. We do not encourage nor solicit information from or about children. If parents believe that their minor children have provided Middleby with personal information, please contact the Privacy Officer to have the information deleted.

Complaint and contact information

You may contact the Privacy Officer to access, correct, or delete your personal information. You may also contact the Privacy Officer if you wish to request that we not use your information for marketing purposes (“opt out”).

The Privacy Officer can be contacted via email at privacyofficer@middleby.com or via mail at The Middleby Corporation, Attention Privacy Officer, 1400 Toastmaster Drive, Elgin, IL, 60120, USA.
Changes to the policy

This policy is current as of the effective date set forth above. Middleby reserves the right to change this policy from time to time consistent with the privacy laws and principles.

Use of Google Analytics:
This web site makes use of Google Analytics. Google Analytics is a web analysis service provided by Google. Google utilizes the data collected to track and examine the use of www.blodgett.com, to prepare reports on its activities and share them with other Google services.
Data collected include gender, age range, and technology.
Google may use the data collected to contextualize and personalize the ads of its own advertising network. You may opt out of interest based advertising within your Google profile.
This site does not honor Do Not Track requests.
Disclosure under the California Transparency in Supply Chains Act of 2010 (SB 657)

The California Transparency in Supply Chains Act of 2010 (SB 657) was designed to increase the amount of information made available by manufacturers and retailers regarding their efforts to address the issue of slavery and human trafficking in their direct supply chain. This information allows consumers to make better, more-informed choices regarding the products they buy and the companies they choose to support.

At Blodgett we believe that workers at our facilities as well as those of our direct suppliers have the right to freely choose employment. It is our policy not to purchase materials that have been produced with slave, forced or child labor or labor that has resulted from human trafficking. Accordingly, Blodgett is taking the following efforts regarding SB 657 and our supply chain in general:

- **Verification of product supply chains to evaluate and address risks of human trafficking and slavery:** Blodgett engages in verification of our product supply chain via internal supplier audits of those existing and potential future suppliers that we consider to be at risk of any possible human trafficking and slavery practices.

- **Audits of suppliers to evaluate supplier compliance with company standards for trafficking and slavery in supply chains:** Blodgett implements a risk-based internal audit program for suppliers in our direct supply chain. Blodgett takes a zero-tolerance policy with companies engaged in any slavery or human trafficking.

- **Compliance certification:** Blodgett has purchasing agreements, a statement of corporate policy and conditions in place with all our direct suppliers requiring them to comply with all applicable laws and regulations as a general rule of engagement. This compliance includes laws regarding forced labor and child labor. The company does not have a formal certification process.

- **Standards and procedures:** Any supplier or employee found to be in noncompliance with either our terms and conditions or our corporate policy against slavery and human trafficking, whether that violation was detected via self disclosure or through our audit process, will be reviewed for compliance action, which may result in termination of the relationship or employment.

- **Training:** Blodgett provides training on human trafficking and slavery to those company employees and management who have direct responsibility for supply chain management.