_. Cyber Security

Bundles

Thrive's Cyber Security Bundles leverage best-in-class security products from
multiple security suppliers to deliver a holistic end user security solution that
helps prevent against both network-based and social-based attacks.

Why your business needs Thrive's Cyber Security?

Protecting Sensitive Information Protecting & Educating End Users

« Company intellectual property and trade secrets - People are the weakest link in the security chain. Human error is
. Financial data the leading cause of data breaches.

. Customer and Employee Personally Identifiable Information (PII) + Education and Protection against human error are key security

measures that can mitigate against costly data breaches that

» Classified Information result in monetary loss, loss of productivity, and brand damage.

Data & Security Breaches Threats to End Users

- It takes organizations an average of 191 days to identify data

- Malware
breaches.

I . . - Social Engineerin
- Many small to mid-size businesses are being targeted as a 9 g

backdoor gateway into larger corporations. 43% of cyber attacks + Phishing
are aimed at small businesses. - Ransomware

. The average cost of a corporate data breach is a whopping $3.86
million, according to a 2018 report by the Ponemon Institute.

Thrive offers two Cyber Security Bundles to meet your end user security needs.

PLATINUM

(Includes everything in Gold Package plus)

« Advanced Email Threat Security Premium - Advanced Email Threat Security Premium

- ThriveProtect Central Intercept X « ThriveProtect Central Intercept X

» Security & Phishing Awareness Training Advanced - Security & Phishing Awareness Training Advanced
« Secure Web Filtering « Secure Web Filtering

- Azure Advanced Threat Protection for Users
- Managed Detection and Response
- Managed Office 365 Monitoring

866.205.2810 or info@thrivenetworks.com




