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1 - Introduction 
 
Small and midsize businesses need to manage their exposure to the financial risk that accompanies cyber threats. Data breaches come in many 
shapes and sizes. The average person hears "data breach" and probably thinks of hackers. But there are many kinds of cyber incidents, and most 
don't come from malware or ransomware. Instead they are the result of insider data breaches, data theft by employees, and employee mistakes. 
 
A breach is an event in which an individual's name plus a medical, financial, debit/credit card and other personal or sensitive information is 
potentially put at risk in electronic form. A compromised record is one that has been lost or stolen as a result of a data breach. 
 
Most business owners understand that personally identifiable customer information they have on their computers leaves them open to liability. To 
mitigate potential civil litigation and other penalties when a data loss or theft occurs, our Cyber Liability and Data Breach report is designed to 
expose just how vulnerable your organization is. 
 
The report not only identifies specific and detailed instances of personal identifiable information (PII) throughout your computer network that could 
be the target of hackers and malicious insiders but also calculates the potential monetary liability based upon industry published research. 
 
Our goal is to quantify the financial impact of data breaches on your business and measure the cost trend over time. By providing this information 
along with an analysis identifying root causes along with recommended solutions, your organization can better determine the proper way to handle 
this exposure and mitigate the associated risk. 
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RISK SUMMARY 
 
 

Total Potential Liability 

$0 
 
 
 Computer IP Address Missing 

Critical 
Patches 

Anti-virus/ Anti-
spyware 

Sensitive Data 
Count 

Potential Liability ($) 

 Total 0 0  0 $0 
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