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This document provides a high-level description of the new features offered in each version of 
SigningHub. Only the main features in each release are identified. 

 

SigningHub v7.7.6 November 2019 

 Users can now download a single document from a package on the viewer page 

 Signature and form fields can be added to a signed document provided that it is not locked or 
certified 

 User information can now be updated from the SigningHub admin console. Business 
applications are notified of the change using existing web hooks that are configured 

 An option has been added for SigningHub Administrators to add a Common Name for a user 
which will update a user's certificate with the provided Common Name. Previously the full name 
was used on the certificate's Common Name 

 Detailed audit logs with before and after values against added, updated or deleted actions, that 
are performed by an operator, has been added to operator logs in SigningHub admin 

 Functionality has been added that allows local signing (smart cards/USB tokens) to be 
performed with Trust1 Connector middleware alongside Go>Sign Desktop. A SigningHub 
Administrator can configure to use either Go>Sign Desktop or Trust1 Connector from the 
signing profile 

 Multiple features can be controlled by Enterprise Admins on document viewer of SigningHub 
Native Apps via enterprise roles 

 To comply with GDPR, subscribing to marketing campaigns are implemented as an opt-in 
process rather than opt-out option for new users 

 Registered and invited users can be exported by an enterprise Admin in an Excel document. 
These reports can be filtered by “detailed search criteria” and the results can be exported to 
Excel 

 APIs have been added to allow enterprise documents listing and its management 

 Emails content can be updated in HTML format 

 Signing can be switched on or off by an enterprise admin for an enterprise user on a role level 

 Google CAPTCHA has replaced a legacy implementation of Captcha to restrict any malicious 
attack 

 Exports of reports and user accounts to Excel documents have been updated to have the same 
sequence of columns 

 A new folder named "ALL" has been added to the documents list to show all the documents for 
a logged-in user over both user folders and shared spaces 

 Improvements for a better user experience have been made under personal/enterprise settings, 
including Contacts, Groups, Templates, Library, Users, Roles and Advanced Settings 


