
EMERGING TRENDS FOR CANADIAN 
MANUFACTURING IN 2017: SHARPENING YOUR 
COMPETITIVE EDGE IN AN AGE OF VOLATILITY
The annual Manufacturers’ Outlook Report (produced by PLANT Magazine), which surveyed over 
500 manufacturing executives across Canada, offers valuable insight into the changing concerns 
of manufacturing leaders. Plus it provides a look into opportunities and challenges that lie ahead in 
critical areas including Cyber Security, Productivity, Connected Technologies, and Innovation. 

OVERALL CHALLENGES

GREATEST BUSINESS CHALLENGES

Canadian manufacturers anticipate facing many business challenges over the next three years, 
with increasing pressures on pricing,controlling or reducing costs, and increasing sales or orders 
topping the list.

Pressures on pricing

Controlling/reducing costs

Increasing sales/orders

Economic conditions

Value of the Canadian dollar

Improving productivity

Skills gaps, management/employees

Entering new markets

50%

50%

EXPANSION INTO NEW MARKETS

ENTERING NEW MARKETS

Entering new markets will be a key focus for Canadian manufacturers. 33% of respondents report 
plans for expansion into new markets within Canada, in the next three years. Entering the U.S. 
market is a close second destination for expansion.

SKILLS GAPS

IT/cyber security 

Sales/marketing/customer support

Production/production support

General labor

Engineering

Management

R&D

Digital/social media

Other

33%

SECURITY PREPAREDNESS
Cyber security captured the attention of many people in 2016, with notable security attacks during
the U.S. election and other significant world events. Although we would like to believe that
manufacturing companies take their cyber security as seriously as any other breach (on-site in their
plant location, for example), the results from the survey indicate otherwise.

PREPAREDNESS LEVELS AGAINST CYBER SECURITY RISKS

Data breach or 
loss of proprietary 
data 

CYBER PROTECTION MEASURES

Cyber criminals continue to adopt more sophisticated techniques to try and breach your secure
information. It is imperative to create a formal, well-established security strategy that will protect your 
company from detrimental outcomes, and safeguard against any future, unforeseen risks.

SLOW TO IMPROVE PRODUCTIVITY
Productivity continues to be an on-going concern for Canadian manufacturing leaders. 42% of 
companies indicate monitoring and measuring productivity through manual data collection, analysis, 
and review. More than a quarter don’t measure productivity at all.

MEASURING SHOP FLOOR PRODUCTIVITY

Not currently measured

PRODUCTIVITY IMPROVEMENTS OVER THE NEXT 12 MONTHS

The Industrial Internet of Things (IIoT) is the next wave of innovation impacting the way the world
connects machines and optimizes data. It is ushering in a new era of vastly improved productivity and 
efficiency in the world of supply chain and production processes; however, the majority of Canadian 
manufacturers have not seen the light when it comes to IIoT.

IIoT APPLICATIONS

Not currently applying IIoT

Improving efficiency/productivity 

Providing more visibility into production processes

Improving maintenance functions

Analytics functionality 

Tracking shop floor assets

Tying in business data from shop floor to top floor

Consolidating control rooms

Other

76%

MEASURING IIoT ENGAGEMENT

Concerned about exposure to cyber 
security threats

Canada 
33%

32%

15%

United States 

Other Central and 
South America

14%
Mexico

Western Europe
12%

9%
China

9%
Central and  

Eastern Europe

8%
India

8%
Australia/

New Zealand

4%
Japan

4%
Korea

Brazil
7%

20%
Other

Security infrastructure

Data privacy controls

A cyber security strategy

Cyber security risk assessment/review

Crisis management and/or business 
continuity plan

A cyber breach response plan 

None of the above

53%

33%

14%

51%

29%

20%

54%

27%

18%

43%

33%

24%

44%

29%
26%

Data encryption 
or ransom of
operational/
control, financial 
information,
management or 
communications 
systems

Phishing attack Breach through 
a third party 
vendor 

Targeted 
external cyber 
attack

Very prepared Preparation underway Not prepared

Measure manual data 
collection,analysis and review

Automatic data collection, 
analysis and review

42%

30%

38%

Developing a formal productivity  
improvement strategy

36%

Plan to Take Do not Plan

41%

21%
55%

42%
26%

28%
46%

12%
69%

15%
70%

36%
13%

24%
52%

22%
61%

Don’t know where to start 

Other Lack of knowledge about the 
technology, how it applies  

to operations

Too costly to upgrade 
machinery, equipment, systems

9%

20%

27%

31%

31%

33%

48%

45%

42%

36%

35%

31%

29%

27%

21%

19%

13%

11%

5%

60%

51%

27%

26%

23%

14%

17%

NOT TAKING ADVANTAGE OF IIoT

15%

10%

8%

8%

7%

7%

3%

2%

Have a plan to invest in 
technology for deployment in 

next 12-14 months

Not applicable

Not familiar with IIoT capabilities

In the process of evaluating its 
relevance to operations

Currently applying IIoT capabilities

34%

38%

17%

6%

5%

OBSTACLES TO DEPLOYING IIOT TECHNOLOGIES

ADVANCED TECHNOLOGIES CURRENTLY USED

46%

34%

27%

16%

12%

10%

32%

CAD/CAE/CAM

Data acquisition, information integration 
and/or control technologies

Computerized processing, fabrication 
and assembly technologies

Automated material handling 
technologies

3D Printing/Rapid Prototyping

Advanced robotics

None of the above

Lean, Six Sigma, other CI measures

Investing in technologies

Automation

Outsourcing manufacturing

Outsourcing support roles

Employee training

Specialization of product offering

Connecting shop floor equipment  
to the top floor

If you want to learn how SYSPRO can help prepare your manufacturing business for sustainable 
and scalable growth, contact us today at info@ca.syspro.com or +1 (888) 259-6666.

NEXT STEPS:
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